
identity and access management
common services



Identity and access management provides an 
automized management of identities and access control 
of internal and external applications.

Staff and managers can request changes for manager 
approval.

Identities are automatically stored in the central stor-
age.

Identity and access management reduces manual
interaction and administration.

Simplify user onboarding and offboarding as well as 
user changes.

essentials



Manage user processes with identity and access
management.

The system supports audit-proof documentation of 
individual processes and activities.

Access applications and data, for example, documents 
and email conversations, depending on the policies.

Identity and access management
- provides reports on inconsistent identity data 
- reduces risks of security breaches 
- ensures compliance with GDPR 

functions


